TERRA

SYSTEMS

FortiClient VPN Advanced Settings
Note: This will not affected Jabber certificates, only for VPN connection.

1. Open your FortiClient VPN and be in the signed out state. If you are currently connected, you

must first Disconnect, from the connection.

2. Onthe FortiClient VPN window, locate the lock sign shown on the right side of the banner

and left-click.

1@ FortiClient
File Help

Upgrade to the full version to access additional features and receive technical support.

VPN Name :Terra Systems VPN v =

Password

Save Password D Auto Connect D Always Up

2 X

@ FortiClient VPN
# & 00 a

3. Arequest for permission to make changes on your device will appear for the FortiClient VPN.

Click on Yes.
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4. You will be returned to the original window, except that the lock sign will now disappear.

Left-click on the gear sign which is second from the left.

"@' FortiClient
File Help

VPN Name | Terra Systems VPN
Username Iva!emini.mah
PaSSWO!d ssssssnes

Save Password I:‘ Auto Connect I:‘ Always Up

5. Under the Settings > VPN options, locate Do not Warn Invalid Server Certificate

and ensure that there is a tick on the checkbox beside it.

@ FortiClient
File Help

Upgrade to the full version to access additional features and receive technical support

= System
Backup or restore a configuration Backup Restore

= Logging
Log Level !.Infor ation ¥ |

grie

= VPN Options
[] Preferred DTLS Tunnel
Do not Warn Invalid Server Certificate I

0 Enabling this option will allow you to connect to untrusted sites where the VPN connection
will not be secure. If connected to untrusted sites, attackers could steal your information such
as credentials, credit card details, etc. Please contact your network administrator or support

team for assistance.
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6. On the same page, locate Preferred DTLS Tunnel and ensure that there is a tick on the
checkbox beside it.

FortiClient VPN Advanced Settings

1§ FortiClient = 4

File Help

Upgrade to the full version to access additional features and receive technical support

= System

Backup or restore a configuration

= Logging
Log Level _IEformat»:]n LA

Log file Clear logs

= VPN Options

Preferred DTLS Tunnel I

Do not Warn Invalid Server Certificate

0 Enabling this option will allow you to connect to untrusted sites where the VPN connection
will not be secure. If connected to untrusted sites, attackers could steal your information such
as credentials, credit card details, etc. Please contact your network administrator or support
team for assistance.

7. Your future sign-ins will not require a certificate acceptance.
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